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ABSTRACT

Though, defining communication has complicated thightransformation and usage of media, sinceribeption of
social networking site (SNS), the arena of comnatinin networking has completely altered. Sociaiattion through sites
have been a phenomenon which each user has qutalgsnadjusted in, but as the technology advatitesocialfunction
that this media form offers, seems to get moregive while forcing to maintain a decorum of priyachich seems challeng-
ing. When self - exploration is at its peak suctusiveness from the communication channels anddh&nuous pressure of
participation gives a scope of implying the chaimggevelopment and privacy management. While thergéions determine
their knowledge through age and experience, seu&dia technology where the youngsters who areftifijpconsidered as
the natives of the medium have strategies to hahdtigs in their own ways. Adolescent is considéoce at the develop-
mental phase, where privacy takes up priority tHacasual exchange of thoughts. Understandingdifésnma of privacy
concern among the adolescents and still managieg Hocial life online; demand strategic plannirggustain self onsuch
open forums.

While the social networking site allows adolesceatsocialize on their favored sites and get endagéh the
features that creators have interestingly desigrefdgct that is never missed is such virtual sogatherings are information
exchange. The amount of information supplied consty and unconsciously triggers the social expogsdepending upon
how much privacy needs is to be reserved.

Its human to hide things for safety but unfortuhatihe study shows that adolescents do not indeimde much than
their real age. Every SNS offer a privacy settirakimg it look quite flawlessly achievable and tlislescents fall for such
settings assuming the privacy has cared. Here tiestipn arises when the users have to actuallyprééthe importance of
privacy and achieving it in their own ways. There @search’s which considers that adolescentsrasdhat privacy options
available to them via social site offer accuraté&/pcy which makes them vulnerable, but this resepaper diversifies such
studies.

This paper illustrates how adolescents gain andiregrivacy; eventually making terms with the pabiess of the
social media participations. Instead of controllitigeir privacy settings adolescents make improvésneith the choices of
the features that social media offer for their sbgresence. Social media has a larger socializagtatform to offer but

adolescents are gradually scrutinizing how theyhwtcsuse platforms for their benefits.
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INTRODUCTION

Communication has layered itself with many meaniogs can presumably interpret in the vast clustenexdia
channels. As rightly said by Fiske (1990) “Commatiicn is one of those human activities that eveeymetognizes but
few can define satisfactorily”.Since the adventsotial media networking, communication has coatdfiwgith privacy,
considering its publicness. New communication ragidike social media sites (SNS) offer additionpportunities and
challenges for them which needs a great deal oénstainding to know the future of communicationhe digital world.
Social Media are ubiquitous and can be seen agegral part of human communication at every wélke. It is remarkable
how teenagers explore the communication procesgsmdhicles. Social media has been alteringoitsi§ significantly and
with the considerable use of these by the adolés@men before the official undersigned age, tlserament of concerns
requires keen attention. According to Boyd.D, (20M@uths today have an extra element of categdoizaiapart from age,
their experience, desires, interests, and valugsatie so vividly enriching that makes it diffictdtset one grid to understand

them with the choice of communication they make.

As this social networking site (SNS) display creafieatures that demand continuous activation algtigcommit-
ments from its users it becomes difficult for thenanticipate the digital self in the social netking sphere. Transformation
from the desktops to smart phone for such useabintdogy assures confirmed connectivity with thesers and since the
adolescence attach the resonance of individuatiém@esuch usage goes unguided by the adults; heeaesearch stands
vital to study to what extent this freedom is begplored and what choice is made to make the sooratections with the

known and the mutual in the wide pool of socialmat

Interestingly among all the age groups adolescereen to experiment communication on social medidhay
have been seen construct their social networksviariaty of different ways” (Madden Mary, Lenhart Bortesi S, Gasser
U, Duggan M, Smith A, Beaton M, 2013) “As the adwlents primarily leverage social network sitesrtgage in common
practices, the properties of these sites configtiveil practices and teens were forced to contatidthe resultant dynamics

(Boyd, 2008). Itis seen that adolescents starimgedense of social media and alter their usagerdisg to their preference.

The research understands the changing social coroatiom form that adolescents adopt and how teagyol
shapes their thinking and blends their personalith the digitized self. These digitized persdied’ that adolescents
flaunt on social networking sites require a gresdlaf attention during its usage. While everythiingt the individuals do
on the social media platforms is public in-spitdtaf privacy policy, this concerns the parentoasotv to media literate the
adolescents for the activities conducted. “We Haa@me the product,” says Rob Livingstone he fursteges, “We’re being
monetized in essence. “We are being mobilized adymts with the inducement of the service of wesisgh as Facebook

and Twitter”.
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Social Media and Adolescents

The power of social media is rooted in its abitityconnect people across time and space. The weag tiools are
used alters a plethora of practices, including comigation, collaboration, information disseminatiand social organiza-
tion (Benkler 2006; Castells 1996; Rheingold 20@)cial media has affected how people interact with another and,
thus, it has the potential to alter how societgriganized. Although they are simply the messengedal media tools are
revered for their potential to connect (Shirky 2008pscott and Williams 2006; Weinberger 2008) despised as corrupt-
ing forces (Keen 2007). These connections takedstiag routes through the life of adolescents mgkhem tackle every
aspect of social media offering. As adolescentadpeore time using new media (internet) than ahgoleisure, except for
sleeping (de Haan& Huysmans, 2004). Adolescents hagrtwined new media in their daily lives (Me2009), seamlessly
integrating online and offline communication in erdo sustain their social networks by easily shiitg between types of
media (Livingstone, 2003).

Communicating with others is the main reason fasl@stents to use new media (Subrahmanyam & Gréenfie
2008) and the content of this communication is tgagtout identity-management (Livingstone, 2002)okescents” use of
new media has more of a trial and error identityrfation. What suites best and presents best is b#endisplayed. Issues
are not the usage of such fluctuating media fortrthecontinues re-conformity to their identity. Kigr (Digital Downside)
says, since “always connected, children, adolescand adults become dependent on the presendber§ dor validation
in the most basic ways,”. Such validation affebis way individuals look at themselves through tevpance of others. In

case of SNS through the comment, followers and elppreciations.

Privacy

While the SNS allow adolescents to socialize oir flagored sites and get engaged with the featilraisthey
creators have interestingly designed, a fact thaever missed is such virtual social gatheringsirformation exchange.
The amount of information supplied consciously andonsciously triggers the process. As studied Wydd Catherine et
al (2007) suggest “Average online social networKi@$N) users can be easily manipulated if theyelelthat OSN sites are
entirely secure, and therefore are more willingdst personal information”. Considering the apeexfitement that flows
after receiving the feedback for the post's ad@asccharge up their social networking formulahafring the happenings of
their life.Such excitement unveils the life of theolescents on the open platform of socializat@mly by experience, they
tend to unfold the hinges of private and publicarsty on social networks.

Various study revolves around the concerns of pyivzand adolescents. Lenhart and Madden (2007 estueenagers’
views on their personal privacy and online secuRtgw Internet & American Life Project examined h@&ns understand
their privacy through several lenses: by lookinghatchoices that teens make to share or not te ghf@rmation online,
by examining what they share, by probing the canitewhich they share it and by asking teens feirtown assessment
of their vulnerability. A Study by Ralph (2005) tre usage of privacy settings shows that a mgjofiFacebook users
do not change their default privacy settings eveugh they are able to limit the visibility of th@irofile information from

Strangers.
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Such spaces are seen giving adolescents a seimsivafuality with and sometimes without adult smgsion.

Hence making the most of the available by carvivegrtown rules, adolescent set their grounds orsde@lized world.

METHODOLOGY

The study is empirical in nature as the crux of riearch entailed to understand the privacy petispeof the
adolescents in the world of online socialization Which 15 in-depth interviews and Focus Group D$ston was been
conducted. The basis of Qualitative research imbstudies attempts to undertake the socializaticexdolescents on social
media guides of studying individuals’ experiencbsgain a central understanding of the experietitasthese adolescents
share having a direct contact through conversatilmwving the respondents and the researcher tertgtare their stake of
social media as platform interview technique hasnbadopted for the study. Since Social media has/roamponents of
self-presentation certain responses could not &adoup approach. Hence researcher initially tamski$ group discussion
as a technique to study the adolescents in théligpoature and understand the concept of priveadigwing which few

respondents were selected to carry out an in-defgtview.

Data Collection

The primary source of data collection was an intlépterview, Maykut&Morehouse (1994:46) statest tiiche
data of qualitative inquiry is most often people/srds and actions, and thus requires methods Hoat the researcher to
capture language and behavior. The most useful whgathering these forms of data are participdiseovation, in-depth

interviews, group interviews, and the collectiorr@evant documents”.

Focus Group discussion enriched the study by utatet®g the core activities conducted during theisdanedia

usage using social presence as a basis and thpeptve of privacy understanding build during ssobial engagements.

Whereas, in-depth interview allowed the researthigrobe the structural built up of how the respmnid (ado-
lescents) journey initiated which would have be#ficdlt using any other technique. The researaled semi-structured
interview which comprised of open-ended questidtech interview lengthened for the duration of 6@0-mins. The
research carries data that comprises of 22 FocaspGDiscussion with an average of 12 — 15 respdsdamd In-depth

interview of 15 purposively selected respondents.

SAMPLING SCHEME

Determining the research questions that the relseareanted to invest in, Purposive sampling has Iseéected. The
age group included adolescents from 13 to 19 yssexted from various schools and colleges in theeRity (India). Pune
being a cosmopolitan city have a cultural backgdband is been considered as an educational huloghée city has a
diverse population of students coming from varipasts of the country. Hence the researcher coratedtron only one city

capturing various users, though the researchermmtesttempt to generalize the findings to the ¢tigun
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Criteria for Research Respondents for Focus Group Bcussion

Adolescents would fall under the age group of 1Bgears which is been considered as Teenageeseshondents
should have had or been using Social Media foradiaetion for at least 4 months. The respondentsiishhave access to

social media through any gadgets that are eithesgssed personally (like a smartphone, laptofirough any other source.

Criteria for Research Respondents for In-depth inteview

These respondents were selected from the focup gifthe research. Respondents who had were stéee ased
SNS every day for atleast 2 hours) possessed rgadget with internet connectivity and had théeptals to converse

willingly on their SNS usage.

Analysis

The paper used thematic analysis to study thevietss, which aided to carve out the themes develapging the
interviews and the adolescents understanding edqyi Themes express meaningful patterns, staridhs participants, or
concerns. Themes may be qualitatively distinct fimm another. A theme is kept close to the text,tartual examples of

the theme are required to identify another portibtext exemplifying the same theme.

Findings and Observation

The implications drawn out of the research fetddess of social media and adolescent’s compatitiitways
that are desirable for the socialization. The stkelgnly observes and was successful in drawingaspects of selection,
interaction, privacy play, and identity displaysaasore validation while adolescents map theiuairpresence. While the
study gave an essence of various themes privacgevdsal to the overall usage, the research foenmel$ of privacy concerns

among the adolescents depending upon what thairssté social media guidance was compelled with.

Privacy Anxieties

Like any other individual, privacy did concern thdolescents for the disclosures of ides, thougitsrmation,
pictures, perceptions by various means are theféatyres of Social gatherings on SNS. The obviamern that would
outgrow at any stage is privacy for all the displa§ self. Privacy concerns shape up adolesceintkirly by experiences
they have while socializing online, but much befibr&t adolescents quite interestingly show a désifellow a much-guided

path as suggest and authorized by parents whiehitatipts by self-defining the desire to sharadisi out of interest and
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self-portrayals. Total understanding of Privacgegen laid on two profile settings available online.

The hunt for online Privacy varies among adolescdepending on the relationship they share withr ffaents.
The research comes with 3 categories of such prisaekers first being the Home Ground Rule Privdegkers, second
Adjusters Privacy Seekers and the last one bemltin-Privacy Seekers. Each of the categoriesas Hiscussed analyzing

the interviews.

Home Ground Rule Privacy Seekers

Clearly, the adolescent’s perspective of Privacy ¢teanged over the usage 30% worry of the Privadggseribed
by the parents and wishes to see the same onlmeseTadolescents have been seen playing safe heitihiaring and
online socialization the researcher would rathestgdhem as the no risk takers. They have their cowniribution to the
Privacy amendments required in the online Privatiirgys available on SNS. Usually, these adolesdemntd to have long
discussions with their parents about other peedglagir sharing which adds up the ground rule af tfey are expected to

use the medium wisely.

“I have kept all my account settings Private mgtids know me so even if they want to tag me, thel permission
| have kept that setting, my mother had shown soynpécs of her friends which where been tagged trexdfriend didn’t

knew. It's not good that people use your pics Yy they personal moments”.

Further when questions were raised if they fead gath their online with strangers these adolescquickly narrate
their friend list and the choices they make whilerfding any person. Accepting mutual friend re¢ibes a series of rules
to be followed for them (which is set by adolessghemselves), the adolescents falling in thisgmteare generally seen
taking longer time deciding their friends onlinbot family and relatives make to their top list twncern fall with the
mutual. There seems an unseen restricted feedtfrerparents and school authorities which the adetds tend to follow
on accepting any kind of friends online. They shiwesire to meet the mutual at least once befae ¢buld make any
friendly conversation online. Such demands makentheore skeptical on privacy requirements. Ovettadlytintend to
portray a personality that is unapproachable tostnengers completely. Following which their usagethe SNS differ
(which is been discussed in the theme of uniquga)saith what they seek in privacy than the soz&ion. 30% of which

has faced some cyberbullying experiences in tichinagling.

Taking a closer look at this category of adolessagmiofile they seem to have very limited friends/img a casual
approach of Privacy understanding in reality. Theseadolescents that go with the face value afyghvieg available, there
seems to be a trust relation formed among thean®and the users. Inquiring about their data endind data breach one
respondent explains:

“If have kept everything Private as a setting o& 8NS then there is nothing to worry, one othen ting friends
would be able to see my stuff. Mark Zuckerberg wimyld he sell my data he is young and does undetstaw privacy

matters to us otherwise why would he give Privaatirsgs on Facebook”.
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They tend to trust what is been given and try ty@afe, failing the basic requirement of readif@tthey have
signed for. Usually keeping all their accounts tnictly ‘Private’ giving less chance to explore tbpen waters among
strangers. None among the adolescents have spentréiading the documented privacy setting rulesdatd usage the
company promises. Privacy settings here are tremedonetime investment and grab every new privachate available,
usually adhering to the rules set at the initiagstand the alteration for such rules seem diffiduthey face distant in peer
thoughts. Change in though the process of privagy not vary the settings are regularly changedthed usually are seen
with the tendency of not keeping their profile pastheir own picture, they rather opt for scehiads or abstract which
would less reveal them as the individual. Fearirggtheft of personal information this category délescents usually keeps
a low profile on information sharing, giving awagly the required one, they are seen sharing tlkeeirmame, a city they

belong and email -id which has a private setting.

Password sharing is yet another area of studthieatesearcher feels have potentials of researehadolescents
who have set standards for their privacy. Wherg #i®w concern about taking measures to secureghieacy at every
level, strangely some, to be accurate 25% of adetds share their password with parents. Inquiailbgut such sharing
adolescents simply feel that parents could neventzand in-case of cyber thefts they are the basiopeto approach, such

sharing is seen quite a regular thing while theesha

Our family has this thing we share our passwordsadly we have put it up on a paper and its fixeside my

mothers’ wardrobe, we have to be secured not grifratm our parents. Even their password is theligssok.

Since only limited numbers have the tendency toestigeir password with parents it won't be apptiedhe entire
category. Others seem to keep their password piitate for themselves and make attempts to chtrege after six months

on an average.

Adjusters Privacy Seekers

This set makes 10% who try to make peace with vhdable privacy and figure out different ways &define the
privacy they crave for. Their understanding of pdy in partially built by their understanding ofrfly rules and the reston
their peers. Discussion regarding what privacy iregoents is seen happening in subtle ways throlgltonversations that
take place in the leisure hours of college cante€hsy tend to take these feedbacks seriously ild p their notion of
privacy than having their own say which might neghe parental style. Usually, the parent-childtieh that they perceive

are authoritative the ground rules are set butligtrty of choice exist which invite peers’ suggiens.

“My family is not on Instagram so my account is ficibl think it's easy to get good feedback if ybave art to
display than being private online, but once | haaydfriends discussing my art they told me thatagycould use it and the
comments added to the trouble, so | changed thiagebw it Private, but | might change | am notesuhave not given any

personal information so nothing to worry”.

So, the relation with privacy is usually at thedkof trial and error helping make amendmentsHentselves leaving
others in the puzzle about their contemporary stanprivacy. Hence the SNS accounts might havewdifft settings for each

depending on what they desire to keep in privafgubtic. Which makes them vulnerable to othersersve of their online
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displays but still making them the most active lmsiging on every change of displaying their liféire using every feature
of activity that the SNS make available. They temdhare, comment, like surf everything that ipldiged. Hence, they are
largely popular among the groups and have a coragittenumber of friends compiled from the requestst from friends,

family, relatives (comparatively less), mutualasigers. While expressing a tussle of acceptingdriequest 19-year (boy)

share:

“I love watching Game of Thrones (GoT) so | hayeihed this group where they discuss every sedsemeally
fun to read and comment on, you should see tligpythey are so vibrant they really understand wimey watch | love
it. You know once | got a friend request from oridh®e group members on that group, | thought alitoamd then finally

accepted it. We share so many things alike so Bierfds are fun on social media”.

They tend to seek people who would appreciate fireisence giving less leverage to privacy. So, thewesire
to use the socializing platform to the fullest Ihaaeas makes them take spheres to the conceptliok privacy where the
set rules are at-times set loose, still, they wdadtlave cautiously while accepting these strangmsest. The personal
meeting may not be a mandate but they would definibok for some acquaintance in terms of frierie®wledge, interest
as mentioned before. Privacy dangles with sourrapee then they tend to alter their presence enkspecially when they
encounter from absolute strangers having doubtfodilps, which then follow rounds of expert talksthwfriends with IT

(Information Technology) experience. Later trackpryacy write-ups on the Internet.

These adolescents usually keep changing theil@mfiture on an average once in two months albaghange in
privacy settings once in four months. Profile mes their own pics but usually group photos, whitdkes a clear sign that
they want to keep their identity not so revealimjormation shared by them usually circles aroumarisg their real name,
city, college, interest areas, hobbies, rarely epfggne numbers and email-id’s. Out of which phomelmers generally have
private settings which they relate to the huge ofs&haring in public. They fear this data wouldused by marketing people
which they tend to avoid in real life situation®t®Guch data they assume is rather safe and rddoyréhe social media
creators as they could inform them in emergencydichence they feel the desire to share phone msnalpel emailid’s. 18

year (boy) narrates:

| was out of town with friends and someone hackgdastount | got to know about this because | haiged
Instagram with my phone number just imagine if luldm't have | could have been in mess, all | didhange my password

quickly.

Passwords for these categories of adolescentgneater value and they really creatively play wlitam making the
most difficult choice or letter and number combioas. These passwords are normally been changed amerage of three
months or with new updates in the app. Adolesdeoivgheir liking towards the new social app Snapg®¥teere the privacy
is quite reserved for the users, they share thatphoto-sharing app deletes the pic hours afteas been uploaded and
the signs of other individual taking screenshotstaen reported, such worries which were not selnstte takes multiple

thinking is seen slowly sinking in among the adoéeg’s likeness because they worry privacy.
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Non-Privacy Seekers

Inhere the adolescents have an absolute carefieelatrather the researcher would put them asnipenious of
the lot. The casual approach is not with privasydther with the data they share. Privacy is hasgeak for this 60% of
adolescents they reason that by stating

“I know nothing is private on social media, theye@tors) have access to everything and hackers koonto get
the information, | have this friend who is a haciio works for the government he said nothing caidden. It's stupid
even to attempt to have secrets online. | havertgldriends if you are looking for privacy don't lealine”.

They don'’t desire to be private at all and henceatrod the profiles are set to the public while ethkave mutual
settings. Surprisingly the non-seekers have atbatiderstanding of privacy. A researcher found étlaaf them had read the
privacy settings carefully and know what to exp&etvacy to them cannot be in shear availablerggstithey say it has been
created. They have a deeper understanding of tilbumeand understand their own purpose of usingSiN8. So, all the
fancies of privacy get washed away while they scize the privacy policies shared on the SNS pgvsattings page which
become the stand-alone point of how privacy willnuhtely be invaded. 17 year (boy) explains:

“It depends on how you protect yourself. If you da@tlow strangers to see your pictures or inforioathere are
other strangers who are beyond your knowledge. Mapy is limited to mutual friends, which is pretisky because | don't
know who my friends have added. | know people whaeehhad issues with identity theft, by an ex beeaigyrudges and
also from haters. This is mostly people who knowyo

Adolescents are normally believed to take hastysttets in hours of difficult but this category Hagly taken quite
a stand with how the medium is supposed to be ugsel resist sharing any information other than enad email which is
mandate keeping all others to themselves. Thoadbeunt setting might have a casual approach ith tthey have cracked
the reality of openness in the system of socialimethese ones normally would have their profiletynie online as they
know their friends have already done the damagadging and revealing their identity, hence hidimg would just add up
to stupidity. Parents usually don’'t make up theerfds list because they don't believe in formimy airtual relationship
with them keeping parents and relatives at distaimterestingly the home conversation does havakpwdia where they
do not hesitate to show their profile to parentsasonally for some posts. Privacy for them hasepdr perspective than a
few clicks away as narrated by 19 years (boy):

“You need a different kind of privacy, what thewgiyou is for your status (relationship status) peed actually
privacy is time. You need time for yourself othiean just being. What is a privacy setting its nakiat you are getting some
private time in that for yourself the settings ttiay give is to just keep your data private natsgene online time private. It
is just stopping someone from knowing this (data)private information for you”.

Their profile looks more vibrant with their postsaking the fullest usage of the display of theiratngty. They
tend to engage less in socialization among friecldsning rather a platform for them to seek theriest groups who would
appreciate their talent and guide them their waytellence. 80% of these adolescents have tteduat to be public on all
the SNS apps they access. Acceptance of friencgstdpave clear standards only common interest tieaver the purpose,

the requesting friend has to be active enough miaamtce of ethical standards is a priority. Thesédta no-nonsense tolerate
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once who have blocked people unnecessarily comngeati things that they don’t pose knowledge about.

Apart from the difference, there is a certain comraspect that is remarkably same with all thesegoaies. School
experiences tend to play a vital role in their allgverspective of Privacy. 80% of the adolescehtge an experience of theft
which has shaken the ground with SNS not beingazd#, hence the trust has seemed to takenndhe friend request they

accept rather than doubting the system itself.

These unpleasant experiences usually come fromalagi friends or from the romantic relationship elhitakes
ugly turns. Such experiences are seen making Hsescents have a lifetime lesson towards theunettiey have to live
their life with. They feel the school plays a vémportant role is educating the freshers and toesertent anything coming
from school authorities these adolescents don’insgechallenge. As the initial years are cruciaiclhacts as building
grounds with the medium adolescent’s show desigeta@ccurate guidance and understanding of théumed hey look for
support systems from trusted sources where theatiga@gement does not hold its ground with thelestkent’'s experience
and sharing. Since there are individual differertbesdea of privacy differs for each making edubught equally important

for hassle-free journey.

Sharing of personal data has emerged as a potildtyaover online social networking sites likededook (Yabing
Liu, et al., 2011) and users are revealing a largeunt of personal information on social networah@nn Schrammel, et
al., 2009) that poses threats, including identiisft, stalking, embarrassment, and blackmail (Hp¥drid, et al., 2008). Such
large data which pile up adolescent’s belief of tlehnology make them think about their real-lifevacy too. Inquiring
about their idea of real-life privacy reflectingaligh the settings available online adolescente lséarted reversing their

ideas, stating the real-life privacy should be ionilar terms with online privacy.

This quest for privacy makes each adolescent tag@rad on how they would orient their online shgratong
making alterations in the relationship they shaith the listed friends and family. There is a pgtéan seen among these
adolescents that social media is comparativelyHassiful than other activities like banking, gandeliation, which justifies

their sharing of pictures and data without a sed¢badght.

Inference

Considering the statistics of the interviews are dsponses given it became evident that percemike there is
a huge number of adolescents who are growing ugititede of non-seekers of privacy which accordimghem seems
quite a challenge in the given scenario. Tryingrthays to gain and regain privacy which eventudligy understand is
beyond reach adolescents make terms with the masigcof the participations they socialize withtéas of controlling
their privacy settings adolescents make improvesetih the choices of the features that social medfer for their social
presence. Social media has a larger socializatetfopm to offer but adolescents are gradually Seizing how they wish

to use platforms for their benefits. So, if sonme shows their presence in abundance some woukldwaaplete anonymity.

Rather than controlling the personal informatidmeyt tend to control the perceptions that the awdienight carry

about them during the virtual encounters. As thwadization progress, the virtual friends with aoon interest seem more
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apprehend and they do not look at social mediapdatiorm meant for social mingling but as an oppioity to develop new

hikes in knowledge and skills. Researcher fearsatialescents with the rational thinking that iadyrally evolving among

the adolescents of the SNS and their idea of privéleey will be a lesser number of adolescents whald take SNS as

a medium of socialization. The probable way of ingkat this is the simultaneous presence of adultsthem being too

knowledgeable about the medium, which createdragsint relationship.
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